
 
Fall FISWG/NCMS Training Session 

September 21, 2016 (5 CEUs) 
 
 
RSVP to Mr. Chip Seifert:  cseifert@sgss.com 
 
 
8:00-8:30 Check-in/Refreshments 
 
8:30-8:45 Opening Remarks- Mr. Stephen Abounader, Chairman 
 
8:45-9:45 Demystifying RMF (1 CEU) 

-An overview of Risk Management Fundamentals.  
Mr. Brian Richardson, ISSM, Harris Corporation 

 
9:45-10:00 Break – Networking 
 
10:00-11:00 Overview of NISPOM Change 2 (1 CEU) 

-What you need to know and what really changed. 
Mr. George Goodwin, HQ Policy Division, Defense Security Service 

 
11:00-11:15 Break – Networking  
 
11:15-12:15 Creating an Insider Threat Plan (1 CEU) 

-An overview of the Insider Threat Plan Mr. McEllen has created. Also, he will be 
making the plan available for you to use to create yours from. 
Mr. Will McEllen, Corporate FSO, Entia Ventures 
 

12:15-1:30 Lunch Break – Networking 
 
1:30-2:30 Wi Fi Vulnerabilities- Geo location and tracking overview. (1 CEU) 
  -The vulnerabilities of using Wi Fi.  You don’t want to miss this. 
  Mr. Vince Costagliola, FSO, SR Technologies 
 
2:30-2:45   Break – Networking 
 
2:45-3:45 Active Threat Response Plan (1 CEU) 

-Run-Hide-Fight and overview of DHS response plan for threats. 
  Commander Marc Claycomb, Melbourne PD 
  Commander Sean Riordan, Melbourne PD 
 
3:45  Closing Remarks 
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